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BID SIGNATURE PAGE 
 

Type or Print the following information. 

PROSPECTIVE CONTRACTOR’S INFORMATION 

Company:  

Address:  

City:  State:  Zip Code:  

Business 
Designation: 

☐ Individual ☐ Sole Proprietorship  ☐ Public Service Corp 
☐ Partnership ☐ Corporation  ☐ Nonprofit  

Minority and 
Women-Owned 
Designation*: 

☐ Not Applicable 
☐ African American 

☐ American Indian ☐ Asian American  ☐ Service Disabled Veteran 
☐ Hispanic American ☐ Pacific Islander American ☐ Women-Owned 

AR Certification #:     * See Minority and Women-Owned Business Policy 

 
PROSPECTIVE CONTRACTOR CONTACT INFORMATION 

Provide contact information to be used for bid solicitation related matters. 

Contact Person:  Title:  

Phone:  Alternate Phone:  

Email:  

 
CONFIRMATION OF REDACTED COPY 

☐ YES, a redacted copy of submission documents is enclosed. 
☐ NO, a redacted copy of submission documents is not enclosed. I understand a full copy of non-redacted submission 

documents will be released if requested. 

Note: If a redacted copy of the submission documents is not provided with Prospective Contractor’s response packet, and 
neither box is checked, a copy of the non-redacted documents, with the exception of financial data (other than 
pricing), will be released in response to any request made under the Arkansas Freedom of Information Act (FOIA). 
See Bid Solicitation for additional information. 

ILLEGAL IMMIGRANT CONFIRMATION 

By signing and submitting a response to this Bid Solicitation, a Prospective Contractor agrees and certifies that they do 
not employ or contract with illegal immigrants. If selected, the Prospective Contractor certifies that they will not employ or 
contract with illegal immigrants during the aggregate term of a contract. 

ISRAEL BOYCOTT RESTRICTION CONFIRMATION 

By checking the box below, a Prospective Contractor agrees and certifies that they do not boycott Israel, and if selected, 
will not boycott Israel during the aggregate term of the contract. 

☐ Prospective Contractor does not and will not boycott Israel. 

 
An official authorized to bind the Prospective Contractor to a resultant contract must sign below. 

The signature below signifies agreement that any exception that conflicts with a Requirement of this Bid Solicitation will 
cause the Prospective Contractor’s bid to be disqualified: 

 
Authorized Signature:  Title:    

Use Ink Only. 
 

Printed/Typed Name:  Date:    

1 New Orchard Road
Armonk NY 10504

International Business Machines (IBM)

Robert Israel Security Executive
714-315-4068
rob.israel@us.ibm.com

Security Executive

Robert Israel 21 November 2019
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SECTION 1 - VENDOR AGREEMENT AND COMPLIANCE 
• Any requested exceptions to items in this section which are NON-mandatory must be declared below or as an attachment to this

page. Vendor must clearly explain the requested exception, and should label the request to reference the specific solicitation item
number to which the exception applies.

• Exceptions to Requirements shall cause the vendor’s proposal to be disqualified.

By signature below, vendor agrees to and shall fully comply with all Requirements as shown in this section of the bid 
solicitation. 

Vendor Name: Date: 

Signature: Title: 

Printed Name: 

IBM 21 November 2019

Security Executive

Robert Israel

Our proposal is submitted solely under the terms of the existing ICA and Agreement 
for Exchange of Confidential Information as referenced in Appendix C below.

See note above
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SECTION 2 - VENDOR AGREEMENT AND COMPLIANCE 
 

• Any requested exceptions to items in this section which are NON-mandatory must be declared below or as an attachment to this 
page. Vendor must clearly explain the requested exception, and should label the request to reference the specific solicitation item 
number to which the exception applies. 

 
• Exceptions to Requirements shall cause the vendor’s proposal to be disqualified. 

 
 
 
 
 
 
 

By signature below, vendor agrees to and shall fully comply with all Requirements as shown in this section of the bid 
solicitation. 

 
Vendor Name:  Date:  

Signature:  Title:  

Printed Name:  

IBM 21 November 2019

Security Executive

Robert Israel
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SECTION 3 - VENDOR AGREEMENT AND COMPLIANCE 
 

• Exceptions to Requirements shall cause the vendor’s proposal to be disqualified. 
 
 
 
 
 
 
 

By signature below, vendor agrees to and shall fully comply with all Requirements as shown in this section of the bid 
solicitation. 

 
Vendor Name:  Date:  

Signature:  Title:  

Printed Name:  

IBM 21 November 2019

Security Executive

Robert Israel
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SECTION 4 - VENDOR AGREEMENT AND COMPLIANCE 
 

• Exceptions to Requirements shall cause the vendor’s proposal to be disqualified. 
 
 
 
 
 
 
 

By signature below, vendor agrees to and shall fully comply with all Requirements as shown in this section of the bid 
solicitation. 

 
Vendor Name:  Date:  

Signature:  Title:  

Printed Name:  

IBM 21 November 2019

Security Executive
Robert Israel
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PROPOSED SUBCONTRACTORS FORM 
 

• Do not include additional information relating to subcontractors on this form or as an attachment to this form. 
 
 
 
 

PROSPECTIVE CONTRACTOR PROPOSES TO USE THE FOLLOWING SUBCONTRACTOR(S) TO PROVIDE SERVICES. 
 

Type or Print the following information 

Subcontractor’s Company Name Street Address City, State, ZIP 

   

   

   

   

   

   

   

   

   

   

 
 
 
 
 

☐ PROSPECTIVE CONTRACTOR DOES NOT PROPOSE TO USE SUBCONTRACTORS TO 
PERFORM SERVICES. 

 
By signature below, vendor agrees to and shall fully comply with all Requirements related to subcontractors as shown in 
the bid solicitation. 

 
Vendor Name:  Date:  

Signature:  Title:  

Printed Name:  

IBM 21 November 2019

Security Executive

Robert Israel
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EO 98-04 Disclosure Form 

IBM completed the EO 98-04 Disclosure Form included herein as Appendix A.
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IBM’s Equal Opportunity Policy 

A. Equal Opportunity Statement 

IBM is committed to creating a diverse environment and is proud to be an equal opportunity 
employer. All qualified applicants will receive consideration for employment without regard to race, 
color, religion, gender, gender identity or expression, sexual orientation, national origin, genetics, 
disability, age, or veteran status. 

https://www-03.ibm.com/employment/ibm_eo_statement.html 

https://w3-03.ibm.com/ibm/documents/corpdocweb.nsf/ContentDocsByTitle/Corporate+Policy+117 

B. Workforce Diversity Policy 

Business activities such as hiring, training, compensation, promotions, transfers, terminations, and 
IBM-sponsored social and recreational activities are conducted without discrimination based on race, 
color, genetics, religion, gender, gender identity or expression, sexual orientation, national origin, 
disability, age, or status as a special disabled veteran or other veteran covered by the Vietnam Era 
Veterans Readjustment Act of 1974, as amended.  

These business activities and the design and administration of IBM benefit plans comply with all 
applicable federal, state, and local laws, including those dealing with equal opportunity. IBM also 
makes accommodation for religious observances that IBM determines reasonable. 

In respecting and valuing the diversity among our employees and all those with whom we do 
business, managers are expected to confirm that there is a work environment free of all forms of 
discrimination and harassment. 

To provide equal opportunity and affirmative action for applicants and employees, IBM carries out 
programs on behalf of women, minorities, people with disabilities, special disabled veterans, and 
other veterans covered by the Vietnam Era Veterans Readjustment Act of 1974, as amended. This 
includes outreach, as well as human resource programs that confirm equity in compensation and 
opportunity for growth and development. 

Effective management of our workforce diversity policy is an important strategic objective. Every IBM 
manager is expected to abide by this policy and uphold our commitment to workforce diversity. 

 

 

https://www-03.ibm.com/employment/ibm_eo_statement.html
https://w3-03.ibm.com/ibm/documents/corpdocweb.nsf/ContentDocsByTitle/Corporate+Policy+117
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Signed Addenda to this IFB, if applicable 

IBM checked the following websites for any and all addenda up to bid opening and determined this is 
not applicable.  

http://www.arkansas.gov/dfa/procurement/bids/index.php 

http://humanservices.arkansas.gov/about-dhs/op/procurement-announcements  

https://medicaid.mmis.arkansas.gov/General/Rfp/Rfp.aspx  

 

http://www.arkansas.gov/dfa/procurement/bids/index.php
http://humanservices.arkansas.gov/about-dhs/op/procurement-announcements
https://medicaid.mmis.arkansas.gov/General/Rfp/Rfp.aspx
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Minimum Qualifications 

A. The Vendor must be Bondable 

IBM provided a letter of bond-ability included herein as Appendix B. 

B. The Vendor must have annual revenue of at least five million dollars 

In 2018, IBM achieved $79.6 billion in revenue and operating earnings per share of $13.81. For 
additional information, refer to the 2018 annual report below. 

https://www.ibm.com/annualreport/assets/downloads/IBM_Annual_Report_2018.pdf 

C. The Vendor’s team must be able to perform SCA services 

IBM has an extensive and successful track record of working with Clients across multiple states and 
industry sectors and helping them with various aspects of their risk management programs, including 
security and privacy control assessments, risk ranking and reporting, controls testing and evaluation, 
remediation support and facilitation, etc. The following information describes Client case studies 
where IBM provided services like those being proposed in this document.  
 
Note: IBM has a strict policy of not revealing actual customers’ business details due to the sensitivity 
associated with such information unless we obtain a consent and approval from the customer in 
order to do so, and until we enter one-on-one discussions.  
 
Client Case Study #1  
 

Client Profile  Large State Medicaid Program  

Client Requirement 

(Problem Statement)  

Client engaged IBM for their annual attestation of the Minimum Acceptable 
Risk Standards for Exchanges (MARS-E) security and privacy controls 
mandated by the Centers for Medicare & Medicaid Services (CMS). The 
attestation is one of the Client’s associated activities with the security control 
continuous monitoring process and the privacy controls including privacy 
impact, risk assessment, monitoring, and auditing.  

IBM Solution 
IBM Security performed the following activities: 

• Developed a detailed project plan to ensure success of the project 
• Analyzed the Client’s Affordable Care Act (ACA) Information System’s 

compliance with MARS-E security controls  
• Tested privacy controls including a review of the Privacy Impact 

Assessment to ensure controls are documented and risks are 
addressed 

• Reviewed the Client’s continuous monitoring policies and procedures  
• Tested the Client’s contingency plan 
• Delivered the Annual Security and Privacy Attestation Report 

https://www.ibm.com/annualreport/assets/downloads/IBM_Annual_Report_2018.pdf
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Client Benefits  With the Annual Security and Privacy Attestation Report from IBM, the Client 
was able to meet the requirements of the Centers for Medicare & Medicaid 
Services (CMS). 

 
Client Case Study #2  
 

Client Profile  USA Based School of Medicine 

Client Requirement 

(Problem Statement)  

Client engaged IBM to validate and document their existing cybersecurity 
posture, including privacy controls, and to identify areas of improvement across 
the enterprise environment as part of their cybersecurity remediation efforts.  

IBM Solution 
IBM Security performed the following activities: 

• Developed a detailed project plan to ensure success of the project 
• Conducted comprehensive workshop activities and testing to identify 

existing vulnerabilities 
• Prioritized remediation activities according to risk to the enterprise 

environment 
• At the Client’s request, launched additional tasks to remediate the top 

identified vulnerabilities 
• Developed a cybersecurity playbook with detailed step by step action 

plans for remediating the vulnerabilities if they are identified again in 
the future 

Client Benefits  With the detailed gap analysis report from IBM, the Client was able to 
effectively prioritize risk to the enterprise environment and to remediate 
vulnerabilities based on their prioritization to the enterprise. 

 
 
Client Case Study #3  

 

Client Profile  USA-based energy and utilities company  

Client Requirement 

(Problem Statement)  

Client engaged IBM to conduct an Information Security Assessment, with 
actionable recommendations and a focus on the NIST Cybersecurity 
Framework (CSF). The assessment was a technical review of client’s 
capabilities to help support continuous improvement of the enterprise 
information security program. 

IBM Solution 
IBM performed the following activities: 

• Conducted a comprehensive maturity and risk assessment of Client’s 

security program against NIST CSF.  
• Analyzed existing security program, controls, and capabilities and 

identify strength and weaknesses from people, process, and 
technology perspectives.  

• Developed security gap analysis with rating system that measures the 
relative probability, threat, and vulnerability for the identified risk and 
decision tree (where applicable).   



IBM Response to State of Arkansas for Security and Privacy Control Assessment RFP (710-20-0005)  

IBM Corporation  November 22, 2019 

Use or disclosure of data contained on this page is subject to the restriction in the Disclosure Statement.  6 

Client Benefits  Client received a set of prioritized recommendations and a roadmap to roll out 
initiatives and projects to address areas of highest risk.  

 

D. Representative Consultant Profiles  
 
We realize that the qualifications and experience of our professionals are extremely integral to the 
success of our consulting and professional services engagements for our Clients. We have identified 
a team with required breadth and depth of our security and privacy expertise.  
 
Provided below are a set of representative consultant profiles; detailed practitioner resumes will be 
made available upon request. Due to IBM’s privacy policy, it is mandated that candidate PI is 
protected until we enter one-on-one discussions.  

 

 1 IBM Security

Consultant 1, CISSP, CISA, CISM, GLEG, CDRE, CCSK, CVI

IBM Role

• Serves as a Senior Security Consultant in IBM Security’s 
Global SSRC. 

• Has over 30 years experience in designing, delivering 
and operating innovative cyber security solutions for 
energy, financial, healthcare, manufacturing, chemical, 
transportation and government clients.

• Brings extensive experience with industrial process 
controls,  SCADA security, incident response and forensic 
investigations.

Professional Education & Certifications

• Certified Information Systems Security Professional 
(CISSP) 

• Certified Information Systems Auditor (CISA)
• Certified Information Security Manager (CISM)
• GIAC Law of Data Security & Investigations (GLEG)
• Certified Data Recovery Expert (CDRE)
• Certificate of Cloud Security Knowledge (CCSK)
• Chemical-terrorism Vulnerability Information (CVI)

Senior Managing Security Consultant

IBM Security Services

Industry Experience
§ Energy & Utilities
§ Oil & Gas
§ Transportation
§ Manufacturing
§ Health Care
§ Financial

Functional Expertise
§ Cybersecurity / Information Security
§ ICS/SCADA Security
§ Risk & Maturity Assessments
§ Cyber Security Architect
§ Forensics & Incident Response

Experience & Notable Accomplishments

• Security Architect and consultant support for a major Health Care client. Scope of 
services included remediation of 17 major audit finding. Activities included testing of 
controls, policy development, architectural reviews, and configuration management.

• Developed ICS/SCADA specific policies and standards for a chemical manufacturing 
company to augment the current IT policies and standards. A methodology and tool was 
developed to allow the client to self assess each plant as to the level of compliance to 
the standards, the risk associated with each plant, and estimated costs to move into 
compliance for future audits.

• Performed and delivered an enterprise security maturity capability and compliance 
assessment for a major poly-film manufacturing client.  The engagement assessed the 
organization’s information security posture in the appropriate capability focused on NIST 
CSF and ICS controls. 

• Performed as a security specialist in a program lead role, with security architecture, 
security operations and incident response experience to assist a major chemical 
manufacturing client in standing up a SAL initial operating capability and developing a 
plan to mature that operating capability over time.

• Security Architect support for major oil and gas client. Scope of services included risk 
analysis, forensic investigations, security operations, SCADA patching, air-gapping of 
ICS environment, and audit remediation.

• Performed and delivered NERC CIP assessments and remediation plans for major 
electrical companies.

• Deputy CISO for major financial client. Scope of services included ISO program support 
and review of ISO to NIST conversions.
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1 IBM Security

Consultant 2, CISSP

IBM Role

• Managing Consultant in IBM Security Transformation 
Services

• 30+ years of Information Security and Information 
Technology services; Transformation, Strategy, 
Implementation and Operation; Governance, Risk, and 
Compliance; Assessments and Roadmaps; Staff 
Augmentation; Vulnerability Management; Data Privacy; 
Enterprise Security Architecture; Cloud Security

• Clients include federal and quasi government 
organizations;  Small through large companies seeking 
improved security or regulatory compliance;  Healthcare 
and Regional Health Information Organizations (RHIOs); 
Electronics Manufacturing; Aerospace; Financial, Retail 
and Distribution.

Professional Education & Certifications

• BA Mathematic, State University of New York
• CISSP 110884
• FISMA, HITRUST, MARS-E, NIST CSF, DFAR CUI, 

FedRAMP, FFIEC, ISO2700x, NIST SP800 series.

Managing Consultant

IBM Security Services

Industry Experience
§ U.S. Government
§ Healthcare
§ Manufacturing
§ Finance and Banking
§ Retail

Functional Expertise
§ Governance, Risk, & Compliance
§ Security Program Development and 

Operation
§ Cybersecurity Assessment
§ Security Strategy & Roadmaps

Experience & Notable Accomplishments

Transformations – Led a three year effort for a federal government bureau to 
improve its security from failing to A performance.  Co-developed and 
implemented a new distributed security governance (BISO) model for a fortune 
100 company.  Teamed with an organizational change specialist to assess 
stakeholder partnerships for a major investment firm security program leading to 
its re-organization 
Staff Augmentation – Provided vulnerability, threat and identity management 
services to a $1.2B US Navy IT project; developed tools and methods used for 
years after the engagement.  Developed HITRUST CSF 9.1 guidance and detailed 
and technical procedure for a State RHIO.  Trusted advisor for a aerospace CFO 
and security-director on government contracts and regulatory requirements. 
Provided advisory services including NIST FISMA, NISPOM, DFARs, ITAR, 
FedRAMP and SP800-171.
Assessments and Roadmaps – Banking NIST CSF, SBS and FFIEC in-depth 
assessment resulted in immediate corrective actions, creation of an integrated 
control set, and multi-year improvement roadmaps.  Automotive industry NIST 
CSF, ISO 2700x and internal policy and procedure assessment, setting roadmap 
for the newly established US security office.  Electronics Manufacturing NIST CSF 
global executive level focus.

1 IBM Security

Consultant 3

IBM Role

• Security Consultant at IBM Security Services
• 3 years of experience performing third party security risk 

assessments 
• Assessed over 50 suppliers utilizing NIST 800 series and 

ISO 27001 controls. 

Professional Education & Certifications

• B.S, IT Infrastructure,  University of Minnesota-Twin Cities 
• Associate QSA

Security Consultant
IBM Security Services

Industry Experience
§ Financial and Banking
§ Retail
§ R&D
§ Government 

Functional Expertise
§ Governance, Risk, & Compliance
§ Information Security Risk Assessment
§ Security Strategy & Operations

Experience & Notable Accomplishments

Consumer Products Client: Performed third party security risk assessments. The 
scope of the assessments were based on the NIST 800 series framework for  
information  security,  as  well  as  the  ISO  27001  framework  of  information  
security management controls. The security assessments were designated to 
provide the client with visibility into suppliers' overall information security posture, 
along with suppliers' ability to recognize risks, mitigate vulnerabilities, protect client 
sensitive data, and resist cyber-attacks with a level of maturity and consistency.

State Client: Performed MARS-E (Minimum Acceptable Risk Standards
for Exchanges) readiness assessment to ensure the client had established and 
implemented policies and procedures aimed at protecting data security and 
privacy. 
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Appendix A 



CONTRACT AND GRANT DISCLOSURE AND CERTIFICATION FORM
Failure to complete all of the following information may result in a delay in obtaining a contract, lease, purchase agreement, or grant award with any Arkansas State Agency. 
SUBCONTRACTOR:             SUBCONTRACTOR NAME: 

 Yes No
IS THIS FOR:

TAXPAYER ID NAME:  Both?  
YOUR LAST NAME: M.I.:

ADDRESS: 

CITY: STATE: ZIP CODE: --- COUNTRY:
 

AS A CONDITION OF OBTAINING, EXTENDING, AMENDING, OR RENEWING A CONTRACT, LEASE, PURCHASE AGREEMENT,  
OR GRANT AWARD WITH ANY ARKANSAS STATE AGENCY, THE FOLLOWING INFORMATION MUST BE DISCLOSED: 

F O R  I N D I V I D U A L S *  
Indicate below if:  you, your spouse or the brother, sister, parent, or child of you or your spouse is a current or former:  member of the General Assembly, Constitutional Officer, State Board or Commission 
Member, or State Employee: 

Mark (√) For How Long? What is the person(s) name and how are they related to you? 
[i.e., Jane Q. Public, spouse, John Q. Public, Jr., child, etc.] Position Held 

Current Former 

Name of Position of Job Held 
[senator, representative, name of 

board/ commission, data entry, etc.] From 
MM/YY 

To 
MM/YY Person’s Name(s) Relation 

General Assembly 

Constitutional Officer 
State Board or Commission 
Member 
State Employee 

 

  None of the above applies 

F O R  A N  E N T I T Y  ( B U S I N E S S ) *
Indicate below if any of the following persons, current or former, hold any position of control or hold any ownership interest of 10% or greater in the entity:  member of the General Assembly, Constitutional 
Officer, State Board or Commission Member, State Employee, or the spouse, brother, sister, parent, or child of a member of the General Assembly, Constitutional Officer, State Board or Commission 
Member, or State Employee.  Position of control means the power to direct the purchasing policies or influence the management of the entity. 

Mark (√) For How Long? What is the person(s) name and what is his/her % of ownership interest and/or 
what is his/her position of control?Position Held 

Current Former 

Name of Position of Job Held 
[senator, representative, name of 

board/commission, data entry, etc.] From 
MM/YY 

To 
MM/YY Person’s Name(s) Ownership 

Interest (%) 
Position of 

Control 

General Assembly 

Constitutional Officer 
State Board or Commission 
Member 
State Employee 

  None of the above applies 

Goods  Services?

DHS Revision  11/05/2014

RS  

Contract Number

Attachment Number

Action Number

✔

✔IBM

1 New Orchard Road

Armonk New York 10504 USA



Contract and Grant Disclosure and Certification Form 

Failure to make any disclosure required by Governor’s Executive Order 98-04, or any violation of any rule, regulation, or policy adopted pursuant to 
that Order, shall be a material breach of the terms of this contract.  Any contractor, whether an individual or entity, who fails to make the required 
disclosure or who violates any rule, regulation, or policy shall be subject to all legal remedies available to the agency. 

As an additional condition of obtaining, extending, amending, or renewing a contract with a state agency I agree as follows: 
1. Prior to entering into any agreement with any subcontractor, prior or subsequent to the contract date, I will require the subcontractor to complete a

CONTRACT AND GRANT DISCLOSURE AND CERTIFICATION FORM.  Subcontractor shall mean any person or entity with whom I enter an agreement
whereby I assign or otherwise delegate to the person or entity, for consideration, all, or any part, of the performance required of me under the terms
of my contract with the state agency.

2. I will include the following language as a part of any agreement with a subcontractor:

Failure to make any disclosure required by Governor’s Executive Order 98-04, or any violation of any rule, regulation, or policy adopted 
pursuant to that Order, shall be a material breach of the terms of this subcontract.  The party who fails to make the required disclosure or who 
violates any rule, regulation, or policy shall be subject to all legal remedies available to the contractor. 

3. No later than ten (10) days after entering into any agreement with a subcontractor, whether prior or subsequent to the contract date, I will mail a
copy of the CONTRACT AND GRANT DISCLOSURE AND CERTIFICATION FORM completed by the subcontractor and a statement containing the dollar
amount of the subcontract to the state agency.

I certify under penalty of perjury, to the best of my knowledge and belief, all of the above information is true and correct and 
that I agree to the subcontractor disclosure conditions stated herein. 

Signature___________________________________________Title____________________________Date_________________ 

Vendor Contact Person________________________________Title____________________________Phone No._________ 

Agency use only 
Agency     Agency    Agency       Contact   Contract 
Number______ Name___________________ Contact Person________________Phone No.___________ or Grant No._____ 

DHS Revision  11/05/2014

Contract Number

Attachment Number

Action Number

0710 Department of Human Services

Security Services Exec

Robert Israel Secrurity Services Exec.

21 November 2019

714-315-4068
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O Swiss Re
Corporate SO[utiofls

North American Specialty Insurance Company 1301 Avenue of the Americas, New York, NY 10019

Washington International Insurance Company Direct 917-368-4021 Mobile: 646-660-3004

Westport Insurance Corporation Joanne_Caulfield@swissre.com

November21, 2019

State of Arkansas
Department of Human Services
Office of Procurement
700 Main Street
Little Rock, AR 72201

Re: International Business Machines Corporation-Bid No.710-20-0005. Security and Privacy
Control Assessment

To Whom It May Concern:

This letter is to advise you that International Business Machines Corporation, is a valued surety client of
North American Specialty Insurance Company. International Business Machines Corporation remains
in good standing and is afforded surety capacity of $250 million for a single project and $500 million in
the aggregate.

It is our opinion that International Business Machines Corporation is qualified to perform contracts that
fall within this range and their normal scope. This letter is not an assumption of liability, nor is it a bid
bond or a performance bond. It is issued only as a bonding reference requested from us by our client.
North American Specialty Insurance Company decision to issue surety bonds on behalf of International
Business Machines Corporation will be subject to our standard underwriting including but not limited to
acceptance of the financial condition of our client, contract terms and conditions, bonds forms and
project financing.

North American Specialty Insurance Company is A÷ rated by A.M. Best with a financial size category of
XV and is included in The Department of the Treasury’s Listing of Certified Companies.

North American Specialty Insurance Company

Sincerely,

Arif D. Perez, Attorney-In- ct

UO?.SO Thn 2017



SWISS RE CORPORATE SOLUTIONS

NORTH AMERICAN SPECIALTY INSURANCE COMPANY
WASHINGTON INTERNATIONAL INSURANCE COMPANY
WESTPORT INSURANCE CORPORATION

GENERAL POWER OF ATTORNEY
KNOW ALL MEN BY THESE PRESENTS, THAI North American Specialty Insurance Company, a corporation duly organized and existing under
laws of the State of New Hampshire, and having its principal office in the City of Overland Park, Kansas and Washington International Insurance
Company a corporation organized and existing under the laws of the State of New Hampshire and having its principal office in the City of Overland
Park. Kansas, and Westport Insurance Corporation, organized under the laws of the State of Missouri, and having its principal office in the City of
Overland Park, Kansas each does hereby make, constitute and appoint:
KRISTIN S. BENDER, MAR1SOL MOJICA, WILLIAM G. MORRISSEY. ANNETTE LEUSCHNER, JESSICA IANNOTTA, APRIL D. PEREZ, and KELLY OMALLEY

JOINTLY OR SEVERALLY

Its true and lawful Attomey(s)-in-Fact. to make, execute, seal and deliver, for and on its behalf and as its act and deed, bonds or other writings
obligatory in the nature of a bond on behalf of each of said Companies, as surety, on contracts of suretyship as are or may be required or permitted by
law, regulation, contract or otherwise, provided that no bond or undertaking or contract or suretyship executed under this authority shall exceed the
amount of: ONE HUNDRED TWENTY FIVE MILLION ($125,000,000.00) DOLLARS

This Power of Attorney is granted and is signed by facsimile under and by the authority of the tbllowing Resolutions adopted by the Boards of
Directors of North American Specialty Insurance Company and Washington International Insurance Company at meetings duly called and held
on March 24, 2000 and Westport Insurance Corporation by written consent of its Executive Committee dated Jtily 18. 2011.

“RESOLVED, that any Iwo of the President, any Senior Vice President, any Vice President, any Assistant Vice President,
the Secretary or any Assistant Secretary be. and each or any of them hereby is authorized to execute a Power of Attorney qualifying the attorney named
in the given Power of Attomey to execute on behalf of the Company bonds, undertakings and all contracts of surety, and that each or any of them
hereby is authorized to attest to the execution of any such Power of Attorney and to attach therein the seal of the Company; and it is

FURTHER RESOLVED, that the signature of such officers and the seal of’the Company may be affixed to any such Power of Attorney or to any
certificate relating thereto by facsimile, and any such Power of Attorney or certificate bearing such facsimile signatures or facsimile seal shall be
binding upon the Company when so affixed and in the future with regard to any bond, undertaking or contract of surety to which it is attached.”

By___________
Steven P. Anderson, Senior tic, President of SVashington Ioteroatmnai Insurance Company

& Senior Vice President of North American SpeciatO Iosnrance Company
& Senior Vice President of Westport Inssiranre Corporation

By

_____________________

Mike A. Ito, Senior Vice President of Washington International Insurance Company

& Senior Sire President of North American Speciatty Insurance Company
& Senior Vice President of tVrslpurl ln.soranncr Conpornliuo

IN WITNESS WI-IEREOF, North American Specialty Insurance Company. Washington International Insurance Company and Westport
Instirance Corporation have caused their official seals to be hereunto affixed, and these presents to be signed by their authorized officers this
this 27 day of MARCH , 2018.

North American Specialty Insurance Company
Washington International Insurance Company

State of Illinois Westport Insurance Corporation
County of Cook ss:

On this 27 day of MARCH , 2018. before me, a Notary Public personally appeared Steven P. Anderson , Senior Vice President of

Washington International Insurance Company and Senior Vice President of North American Specialty Insurance Company and Senior Vice President of
Westport Insurance Corporation and Michael A. Ito Senior Vice President of Washington International Insurance Company and Senior Vice President

of North American Specialty Insurance Company and Senior Vice President of Westport Insurance Corporation, personally known to me. who

being by me duly sworn, acknowledged that they signed the above Power of Attorney as officers of and acknowledged said instrument to be the
voluntary act and deed of their respective companies.

__________________________-

L

OFFICIAL SEAL
a

M.KENNY
Nntosy PoOk . St,tr ri fIl,k,

My Cnflrrntn,ueJc,. M. Kenny. Notary Public

I, Jeffrey Goldberg . the duly elected Vice President and Assistant Secretary ofNorth American Specialty Insurance Company, Washington
International Insurance Company and Wesiport Insurance Corporalion do hereby certify that the above and foregoing is a true and correct copy of a
Power of Attorney given by said North American Specialty Insurance Compa’y. Washington International Insurance Company and Westport tnsurance
Corporation tvhich is still in full force and effect.

IN WITNESS WHEREOF. I have set my hand and affixed the seals of the Companies this 1ay of November ,20.

Jeffrey Gotdherg. Vice President & Assistant Secretary of SVashiegton international Insurance Company &
North American Specialty insurance Company & Vice President & Assistant secretary of Westport insurance Corporation



A4AAS l50 L,,w, Siiile 1109 SCI-AUMRURG, ILLINOtS €0173
NORfH AMERICA(’I 847-273-1231, €A5’ 847-2734408. 800/330-0757
SPECIALTY INSURANCE COMPANY

NORTH AMERICAN SPECIALTY INSURANCE COMPANY
A New Hampsh.re Corporation

HALANCE SHEFTAS OF DECEMBER 31, 2016
(Statutory Basisi

Valtiahon ot securitIes on National Association of Insurance Commissioner Basis

ASSETS LIABILITIES

Cash 29,344055 Receive for Uneamec Premiums 7,765
Bonds 305,313,574 Reserve for Losses and Loss Adustmenz Exoenset 22,601,839
Other Invested Assets 65.302,243 Funds Withheld 9,466,208
Other Admitted Assets 109,846,154 Taxes and Other Lab.Iities 163,467096

_____________

Surplus 334.251,116
TOTAL ADMITTED ASSETS 529,896,026 TOTAL LIABILITIES & 529,796,026

POLICYHOLDERS’ SURPLUS

The undersigned, being duly sworn, says That lie Is Senior Vice Presdent of North Amertcan Specialty Insurance Company, Kanas City. Missourithaf said company s a corporaton duly organized, existing by virtue of the Laws of the Stale of New Hampshire end that said Company has alsocompited with and is duty qualified to act as Surety under the Act of Congress approved; July 19476 U.s.C sec. 6-13, and that to the bestof his knowledge and belief Inc above statement is a full, true and correct statement of the ftnancial c6,dition of the said Company on the31st day of December. 2018.

Mchaei A. It Senior Vi President
North American Spectally Insurance Company

Subscribed end sworn below me,
this 30th day of March 2019

Nolary Plot10

OrFIcIAL SEAL
M.KENNY

4 ‘1:C.irv Puhiic — Stute of llHnois
My Commission Expires

1210412021
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Appendix C 

IBM’s Proposed Terms and Conditions

IBM’s proposal is solely offered under the terms and conditions of the existing IBM Customer 
Agreement (ICA), signed by Arkansas on July 24, 2007, between the State of Arkansas and IBM, and
the existing Agreement for Exchange of Confidential Information (AECI), agreement number Z125-
4322-07 between the State of Arkansas and IBM.  In the event a Business Associate Addendum (BAA)
is necessary, IBM can provide the current IBM BAA. A copy of the ICA and the AECI are provided in
the following pages for the State’s convenience.
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The information in this proposal shall not be disclosed outside your organization and shall not be
duplicated, used or disclosed in whole or in part for any purpose other than to evaluate the proposal.

This proposal is not an offer or contract. Neither IBM nor you have any obligations or liability to the
other unless our authorized representatives enter into definitive written agreement. Terms included
in this proposal are not binding unless they are included in such a written agreement.

This proposal is valid for 30 days unless otherwise noted. Prices and charges in this proposal are
subject to change without notice and do not include applicable sales taxes. The prices quoted here
reflect IBM's current prices as of the date of quote, for the applicable services. This document and all
information herein is provided AS IS, without warranty, and nothing herein, in whole or in part, shall
be deemed to constitute a warranty.

IBM is not responsible for printing errors in this proposal that result in pricing or information
inaccuracies. Products, programs, services or features discussed in this proposal may be subject to
change without notice.

IBM, the IBM logo, and ibm.com are trademarks of International Business Machines Corp.,
registered in many jurisdictions worldwide. Other product and service names might be trademarks of
IBM or other companies. A current list of IBM trademarks is available on the Web at
https://www.ibm.com/legal/us/en/copytrade.shtml, and select third party trademarks that might be
referenced in this document is available at
https://www.ibm.com/legal/us/en/copytrade.shtml#section_4.

This preliminary price is an estimate for your reference only, and is based on similar solutions IBM
has provided to other clients. It has been derived from your preliminary requirements, and does not
represent a commitment by IBM. A detailed scope of work with a committed price will be submitted
for your consideration upon a mutual determination to proceed.

© International Business Machines Corporation 2018

All Rights Reserved.
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